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(57) ABSTRACT

Methods and systems are described for updating software or
firmware or otherwise conveying target software to an elec-
tronic device. Target software may be conveyed while the
device is packaged or otherwise not connected to external
power. Information indicating a current software or firmware
version number may be transmitted from an external trans-
ceiver to the packaged device. A software update may also be
transmitted to the packaged device. The electronic device
may use stored information or the stored software update to
replace an older and out-of-date software version. The elec-
tronic device may also harvest electronic power from an
external transceiver signal or may use power from an internal
battery source to affect a software update when the device is
packaged or otherwise not connected to external power.
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1
METHOD AND SYSTEM FOR CHANGING
SOFTWARE OR FIRMWARE ON AN
ELECTRONIC DEVICE

CROSS-REFERENCES TO RELATED
APPLICATIONS

This Application claims priority to International Applica-
tion No. PCT/EP2010/069429 filed Dec. 10, 2010, which
claims priority to European Application No. 09180488.0 filed
Dec. 22, 2009.

TECHNICAL FIELD

The present invention relates to methods and systems for
changing software on an electronic device, and more specifi-
cally to updating or loading software and/or firmware on an
electronic device using a reflected power transceiver.

BACKGROUND

Increasingly short development times associated with soft-
ware and/or firmware create particular difficulties for sellers
and manufacturers of electronic devices. Specifically, the
software needed to run an electronic device may go through
several revisions. When a device is first assembled and pack-
aged it may be loaded with a then-current version of a soft-
ware package or firmware code. Once the device is purchased
by a customer the software or firmware loaded on the device
may be no longer current. The device may arrive at the cus-
tomer (or arrive at the factory, warehouse, or retail shop) with
an older or out-of-date software or firmware version because,
while the device is packaged, it may not be practical to unpack
the device, power-up the device and load a recent software
version. Implementations discussed herein are directed to
mitigating this problem by providing a method of updating
software and/or firmware on a packaged device, or alterna-
tively, writing information to the packaged device indicating
that the device is required to perform a software or firmware
update.

SUMMARY

Various embodiments seek to facilitate software updates
and other software transfers to electronic devices. Embodi-
ments discussed herein are directed to methods and systems
for updating software or firmware of electronic devices while
those devices are packaged or otherwise not connected to
external power. One embodiment discussed herein transmits
information from an external transceiver to the packaged
electronic device which indicates a current software or firm-
ware version number. Other implementations discussed
herein transmit the software update itself to the packaged
electronic device. When the electronic device is unpacked
and connected to a power source the electronic device may
use the received software version information to request a
software or firmware update, or the electronic device may use
the stored software update itself to replace an older and out of
date software version existing on the electronic device. In
other implementations, the software update may occur while
the electronic device remains packaged. Specifically, the
electronic device may harvest electronic power from the
external transceiver signal or may use power from an internal
battery source to update the software and/or firmware used by
the electronic device.

According to a first aspect, there is provided a method of
conveying a software change to an electronic product, the
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method comprising: sending an interrogation transmission
from a transceiver to the electronic product, the electronic
product being unconnected to an external power source;
receiving a reply transmission from the electronic product,
the electronic product harvesting power from the interroga-
tion transmission for use in at least sending the reply trans-
mission, the reply transmission including an identification for
software currently installed on the electronic product; com-
paring the identification for the software currently installed
on the electronic product to an identification for a target
software version to determine if the electronic product
requires a software change; and if the electronic product
requires a software change, sending a software change trans-
mission from the transceiver to the electronic product.

In one example, the electronic product is enclosed within a
packaging.

In a further example, the packaging includes a marking
visible on a surface of the packaging, the marking approxi-
mately indicating the location of a reflected power transceiver
portion of the electronic product, and the operation of sending
the interrogation transmission includes directing the trans-
mission towards the marking visible on the surface of the
packaging.

In a variation, the software change transmission includes
an electronic key that operates to unlock a software compo-
nent installed on the electronic product, the software compo-
nent implementing a function that was unavailable before the
software change transmission was received.

In another variation, the software change transmission
includes the identification for a latest software version.

In another variation, the software change transmission
includes an instruction to set a flag in a memory of the elec-
tronic product, the flag indicates that the software on the
electronic product is out of date.

In another variation, the software change transmission
includes software to be loaded onto the electronic product.

According to a second aspect of the present invention, there
is provided a method of changing software on an electronic
product, the method comprising: receiving an interrogation
transmission from an external transceiver at the electronic
product, the electronic product being unconnected to an
external power source, the interrogation transmission being
received at a reflected power transceiver portion of the elec-
tronic product; sending a reply transmission from the
reflected power transmission transceiver, the reflected power
transceiver harvesting power from the interrogation transmis-
sion for use in at least sending the reply transmission, the
reply transmission including an identification for software
currently installed on the electronic product; receiving a soft-
ware change transmission by the reflected power transceiver
from the external transceiver; and storing data from the soft-
ware change transmission in a memory associated with the
reflected power transceiver.

In one example, the method further comprises: harvesting
power, by the reflected power transceiver, from the interro-
gation transmission for use in at least sending the reply trans-
mission.

In another example, the method further comprises: provid-
ing power to the electronic product from the reflected power
transceiver; and retrieving the identification for the software
currently installed on the electronic product from a system
memory of the electronic product.

In one example, the data from the software change trans-
mission includes target software information and subsequent
to the operation of storing the software update in the memory
associated with the reflected power transceiver, the electronic
product is connected to an external power source, and the
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method further comprises: retrieving the target software
information from the memory associated with the reflected
power transceiver by a processor of the electronic product;
and sending a transmission across a network, the network
transmission requesting the target software.

In a variation, the method further comprises: receiving the
target software at the electronic product from a network trans-
action sent across the network.

In another variation, the method further comprises: receiv-
ing the target software at the electronic product from a satel-
lite signal received at the electronic product.

In one example, the data from the software change trans-
mission includes target software and subsequent to the opera-
tion of storing the target software in the memory associated
with the reflected power transceiver, the electronic product is
connected to an external power source, the method further
comprising: retrieving the target software from the memory
associated with the reflected power transceiver by a processor
of'the electronic product; and installing the target software in
a system memory of the electronic product.

In another example, the data from the software change
transmission includes target software, the method further
comprising: providing power to the electronic product from
the reflected power transceiver; and installing the target soft-
ware in a system memory of the electronic product.

In one example, the power provided to the electronic prod-
uct is harvested from an incident electromagnetic wave
received at the reflected power transceiver.

In an alternative, the power provided to the electronic prod-
uct is from a battery associated with the reflected power
transceiver.

According to a third aspect of the present invention, there is
provided a method of changing software on an electronic
product, the method comprising: providing power to the elec-
tronic product; sending an interrogation transmission from
the electronic product to a reflected power transceiver; receiv-
ing a software change transmission from the reflected power
transmission transceiver, the reflected power transceiver har-
vesting power from the interrogation transmission for use in
at least sending the software change transmission; and using
data from the software change transmission to enable a soft-
ware component on the electronic product.

In an example, the reflected power transceiver is a sticker
that is affixed to a packing used to contain the electronic
product, and the method further comprises: harvesting power,
by the reflected power transceiver, from the interrogation
transmission for use in at least sending the software change
transmission.

In another example, the software component is installed on
the electronic product in a locked condition, the software
change transmission including an electronic key that is oper-
able to unlock the software component.

Embodiments of the present invention will hereinafter be
described by way example with reference to the accompany-
ing drawings, in which:

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is an illustration of an operating environment for
components and features of implementations discussed
herein;

FIG. 2 is a schematic illustration of the system shown in
FIG. 1,

FIG. 3 is a schematic illustration of a system incorporating
features of embodiments discussed herein;
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FIG. 4 is a flow chart illustrating a method of conveying a
software update or software update information in accor-
dance with implementations discussed herein;

FIG. 5 is a flow chart illustrating a method of responding to
a software update interrogation transmission in accordance
with implementations discussed herein;

FIG. 6 is a flow chart illustrating a method of receiving
software update information in accordance with implemen-
tations discussed herein; and

FIG. 7 is a flow chart illustrating a method of receiving a
software update in accordance with implementations dis-
cussed herein;

FIG. 8 is another illustration of an operating environment
for components and features of implementations discussed
herein;

FIG. 9 is a schematic illustration of the system shown in
FIG. 8; and

FIG. 10 is another flow chart illustrating a method of con-
veying a software update or software update information in
accordance with implementations discussed herein.

DETAILED DESCRIPTION

Various embodiments discussed herein are directed to
methods and systems for updating software or firmware of
electronic devices while those devices are packaged or oth-
erwise not connected to external power. One embodiment
discussed herein transmits information, including a latest
software or firmware version number, from an external trans-
mitter or transceiver to the packaged electronic device. Other
implementations discussed herein transmit the software
update itself to the packaged electronic device. When the
electronic device is unpacked and connected to a power
source it may use the received software version information to
request a software or firmware update, or the electronic
device may use the stored software update itself to replace an
older and out of date software version existing on the elec-
tronic device. In other implementations, the software update
may occur while the electronic device remains packaged or
otherwise unconnected to external power. Specifically, the
electronic device may draw power from the external trans-
ceiver signal and/or may use power from an internal battery
source to update the software and/or firmware used by the
electronic device.

In addition to software updates, embodiments discussed
herein may be used to transmit software to an electronic
device that may be used by the electronic to implement cer-
tain features or functions of the device. The software that
implements the features or functions may be transmitted to
the electronic device when the device is packaged or other-
wise not connected to external power. In other embodiments,
the software that is used implement a feature or function may
be already stored on the electronic device in a locked state that
renders the software unusable. In this embodiment, a code or
electronic key may be transmitted to the electronic device that
may be used to unlock or otherwise enable the locked soft-
ware. Once the software is unlocked, the features or functions
that the software implements may become accessible.

FIG. 1is an illustration of a package 104 that encloses one
or more electronic devices. FIG. 1 additionally includes a
transceiver 108 that may initiate wireless communication
with the electronic device inside the package 104. The elec-
tronic device or devices within the package 104 may be
arranged in an orientation such that transceivers internal to
the electronic device are near a side of the package 104. In this
position, the internal transceiver associated with the pack-
aged electronic device may more conveniently communicate



US 9,128,795 B2

5

with external transceiver 108. The package 104 may include
one or more stickers 112 or other visual indications on the
surface of the package 104 that indicate the locations of the
internal transceiver devices. The package 104 shown in FIG.
1 includes two stickers 112, indicating that the package 104
includes two internal devices which may communicate with
the external transceiver 108. In alternative embodiments, a
single sticker may indicate the presence of multiple internal
devices capable of such communication.

FIG. 2 is a schematic illustration of an electronic device
204 that is enclosed by the package 104. Also shown in FIG.
2 is the external transceiver 108 in communication with the
electronic device 204. The electronic device 204, as described
herein, may be any type of electronic device that is packaged
and sold to consumers or manufacturers. The electronic
device may be, for example, a CD player, digital video
recorder, cellular telephone, set-top box or other television
receiver, computer, kitchen appliance, and so on. The elec-
tronic device 204 include may include a processor 208 in
association with a memory 212. The system memory 212
generally stores one or more software modules 216, operating
systems and/or firmware modules which execute on the pro-
cessor 208 to control the operations of the electronic device
204. The electronic device 204 additionally includes a power
supply 220. The power supply 220 typically powers the
device 204 when the device is removed from the package 104
and used by the consumer or other person. Specifically, the
power supply 220 may transform power from an AC power
source to a type suitable for internal use by the electronic
device 204. While the electronic device 204 is in the package
104, the power supply 220 may not be available to power the
device 204.

With the electronic device 204 in the package 104, the
power supply 220 is not available to power communications
with the transceiver 108. Instead, power for communication
with the transceiver 108 may come from the received signal
itself or from an internal battery 224. In this regard, the
electronic device 204 includes a reflected power transceiver
228. The reflected power transceiver 228 is in communication
with the transceiver 108 while the electronic device 204 is
inside the package 104. The reflected power transceiver 228
may operate, in part, by harvesting power associated with
signals received from the transceiver 108. The reflected
power transceiver 228 may be aradio frequency identification
(RFID) device or similar technology.

Operating on the principles associated with this type of
technology, the reflected power transceiver 228 may harvest
power from an incident electromagnetic wave and convert
that power into internal electronic currents to power the
operation of the reflected power transceiver 228 and/or other
components of the electronic device 204. Specifically, the
magnetic and/or electric components of an incident electro-
magnetic wave may be converted into currents which are
usable to provide power. As one example, the transceiver may
operate using principles similar to those of inductive charg-
ing.

In using this harvested power, the internal transceiver 228
may transmit signals back to the external transceiver 108. In
certain embodiments, the harvested power may be used to
“wake up” the reflected power (e.g., internal ) transceiver 228,
at which point the power for the reflected power transceiver
may come from the transceiver battery 224. In certain
embodiments, the reflected power transceiver 228 may use
power from the battery 224 or harvested from the incident
electromagnetic wave to power other parts of the electronic
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device 204. In this way, the reflected power transceiver may
access, or otherwise power, the processor 208 or the system
memory 212.

The reflected power transceiver may include an antenna
232 and a memory 236. The antenna 232 may be used to
receive and transmit wireless signals to and from the external
transceiver 108. The memory 236 may be used to store infor-
mation or data received from the transceiver 108. The data
received from the external transceiver 108 may include infor-
mation regarding recent software updates. In certain embodi-
ments, the memory 236 may be used to receive and store
software updates to be installed by the electronic device 204.
The ability of the electronic device 204 to receive software
updates while packaged or otherwise without power may
depend on the power and bandwidth requirements to transfer
data. As one example, certain larger or more complex devices
may require larger data transfers to affect a software update.
In certain cases, it may be more practical to provide an indi-
cation to the electronic device 204 that its software is out of
date and requires an update instead of transmitting the entire
update. For other devices it may be practical to transfer the
actual software update from the transceiver 108 to the elec-
tronic device 204 while the device is packaged.

FIG. 3 is a schematic illustration of a number of devices
which may incorporate the implementations discussed
herein. FIG. 3 includes a receiver 304 which is controlled by
a wireless remote 306. The wireless remote 306 may com-
municate with receiver 304 using infrared (IR), radio fre-
quency (RF) or other appropriate communication channel. As
used herein, a “receiver” may be any device capable of receiv-
ing video content included in a broadcast or other program
service transmission from a service provider. For example, a
receiver may include a set-top box, a cable box, general
purpose computer, and so on. A receiver may also include a
cable modem or other device that receives streaming video.
As used herein, a “service provider” may include any entity
that provides a program service transmission to a receiver
such as, without limitation, a satellite television provider, an
over-the-air television provider, a cable television provider,
and so on. It should be understood that the term “program
service transmission” generally embraces not only satellite or
terrestrial broadcasts and/or narrowcasts but also transmis-
sion of information across any wired or wireless transmission
medium. Accordingly, a “program service transmission”
encompasses transmission of information across a cable net-
work (for example from a cable headend to cable receiver), an
Internet or other computer-accessible medium (including a
local area network, wide-area network, and so on), including
Internet protocol television transmissions, a wireless network
such as a radio frequency or infrared network, and so on.

FIG. 3 is a schematic illustration of a general operating
environment showing certain components of the receiver 304.
FIG. 3 also shows a service provider 308 that transmits or
otherwise provides a program service transmission to the
receiver 304. The receiver 108 may be associated with or
located near an individual, business or other entity, user or
subscriber that receives a program service transmission from
the service provider 308. The program service transmission
may be received through a subscription to the service. Insofar
as the general operations of receivers are known to those
skilled in the art, they will not be discussed herein and certain
components used for such operations may be omitted from
the figures and description.

Generally the terms “user” and/or “subscriber” refer to an
individual or company who receives a program service trans-
mission. This may include those who have purchased a sub-
scription to the program service transmission. Additionally,
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the terms “user” and/or “subscriber” may refer to individuals
who have been given access to the program service transmis-
sion through promotional offers and/or other non-fee-based
agreements.

The receiver 304 and user input device 306 may each
include a reflected power transceiver 228. As described above
in connection with FIG. 2, a reflected power transceiver 228,
229 may be used to receive software updates or software
update information. For the receiver 304, the reflected power
transceiver 228 may be used to receive software updates or
information when the receiver is not connected to a external
power source. For the user input device 306, the reflected
power transceiver 229 may be used to receive software
updates or information when the user input device is not
otherwise connected to its normal power source. The user
input device 306 may likewise include a memory 237 and
battery 225, which generally perform functions similar to
those of the receiver’s memory 236 and battery 224.

Although a satellite system 316 is provided as an example
of'a program service transmission system, it should be under-
stood that other networks or broadcasts for transmitting data
may be used by alternative embodiments. For example,
embodiments may be implemented in connection with a cable
service. In this case, the service provider 308 and the receiver
304 may communicate over a communication path that
includes various combinations of local and wide area net-
works and/or the Internet. In such embodiments, the receiver
304 may be configured to access a web site, a file transfer
protocol (FTP) site, a file sharing system or site, and so on.

The receiver 304 may include or be associated with a
memory or other storage device 212, such as magnetic or
optical storage. The storage device 212 may be operable to
store data received from the decoded satellite signal. The
storage device 212 may be volatile or non-volatile memory
implemented using any suitable technique or technology such
as, for example, random access memory (RAM), disk stor-
age, flash memory, solid state and so on. The storage device
212 may be located within the receiver 304 or separately from
the receiver 304. The storage device may removable in nature.
The stored data set may include audio and/or visual content
transmitted by an A/V processing module 338 to the display
340. In addition to these functions, the storage device 212
may be used to store software 216, firmware, or other proces-
sor executable code useable to perform the various operations
of the receiver. The software 216 may be initially installed
when the receiver 304 is assembled and packaged. If subse-
quent versions to the software 216 become available while the
receiver is packaged or otherwise disconnected from external
power, software updates or software update information may
be received through the operation of the reflected power trans-
ceiver 228. In some embodiments, the reflected power trans-
ceiver 228 may install a software update by supplying power
to the storage device 212 and replacing all or a portion of the
existing software 216. In other embodiments, a software
update may be affected when external power is supplied to the
receiver. In response to an interrogation signal from an exter-
nal transceiver 108, the reflected power transceiver 228 may
additionally supply power to the storage device 212 to dis-
cover a software 216 version identification number.

The receiver 304 may additionally include a processor 208
operable to run executable code in connection with various
functions associated with the receiver 308. For example, the
processor 208 may facilitate display of graphics, images,
animations or other content on a display 340, such as a tele-
vision or monitor. The processor 208 may be further operable
to recall and display stored content, such as a purchased or
recorded videos or programs. In connection with software
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updates, the processor 208 may be operable to retrieve data
from the memory 236 associated with the reflected power
transceiver 228. In some embodiments, the processor 208
may retrieve software update information, such as the latest
software version number, from the memory 236. This
retrieved information may then be used to facilitate a software
update. In other embodiments, the processor 208 may retrieve
the software update itself and install the software update in
system memory 212, as appropriate. As software updates or
software update information may be written to the memory
236 when the receiver 304 is disconnected from external
power, the processor 208 may be programmed to check the
memory 236 when the receiver is initially powered-up. Cer-
tain embodiments may combine the system memory 212 and
memory 236.

One particular example of a receiver 304 may include a
network interface 332. The network interface 332 may be
operable to communicate or send information across a net-
work 336. In accordance with certain embodiments discussed
herein, the network interface 332 may take the form of a
modem network interface card, cable plug or jack, and so on.
Using the interface, the receiver may communicate over a
network 336 such as the public switched telephone network
(PSTN). However, it should be appreciated that the network
336 may be any type of network capable of data communi-
cation, such as, for example, a local or wide area network or
the Internet. The receiver 304 may communicate through the
network interface 332 using any suitable communication pro-
tocol such as TCP/IP. Through the network interface 332, the
receiver 304 may submit a request for a software update based
on software update information received by the reflected
power transceiver 228. In alternative embodiments, the
receiver 304 may communicate with the service provider 308
through the satellite system 316. The request may be pro-
cessed by service provider 308 accessing a database 348 of
the latest software. In some embodiments, the service pro-
vider 308 may transmit the software update across the net-
work 336. In other embodiments, the service provider may
transmit the software update via the satellite 316.

FIGS. 4-7 are flow charts that illustrate methods of provid-
ing software and/or software information to an electronic
device that affects a change of the software installed on the
electronic device. FIG. 4-7 are discussed in the context of
providing a target software and/or firmware. As used herein,
“target software” may include software and/or firmware
updates or software that implements a previously unavailable
feature or function. In certain embodiments, the target soft-
ware itself is transmitted to the electronic device. In other
embodiments, identifying information is sent to the elec-
tronic device that enables the device to acquire the target
software. The target software may also be installed on the
electronic device in a locked stated. In this embodiment, an
electronic key may be sent to device that unlocks the target
software.

Inthe following discussions of FIGS. 4-7, software change
embodiments will be discussed in connection the receiver 304
shown in FIG. 3. It should be appreciated that the methods
described also apply to other device that incorporate compo-
nents and features described herein. Moreover, it should be
appreciated that the following discussions of FIGS. 4-7 vari-
ously refer to the receiver 304 in a packaged condition (as
shown in FIG. 1) and in an operating condition (as shown in
FIG. 3). It should be appreciated that references to software in
FIGS. 4-7 may be read to include firmware, as well.

FIG. 4 is an illustration of a method of sending information
or updates to the stored packaged electronic device 304. The
flow chart 400 illustrates a method of transmitting a software
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change or software change information to a packaged elec-
tronic device. Initially, at step 404, an interrogation signal is
sent from a transceiver 108 to a packaged device 304. Fol-
lowing operation 404, operation 408 may be executed.

In operation 408, a signal is received at the transceiver 108
from the packaged electronic device 304. The signal received
in operation 408 is sent by the packaged electronic device 304
in response to the interrogation signal sent in operation 404.
The signal sent from the electronic device 304 includes infor-
mation regarding a current software or firmware version
installed on the electronic device 304. Following operation
408, operation 412 may be executed.

In operation 412, a determination is made regarding
whether the packaged electronic device 304 has the target
software or firmware intended to be installed on the device
304. If it is determined in operation 412 that the packaged
electronic device 304 has the target software or firmware, the
method may end at operation 416. Alternatively, it is deter-
mined in operation 412 that the packaged electronic device
304 does not contain the target software or firmware, opera-
tion 420 may be executed.

In operation 420, a determination is made regarding
whether bandwidth and/or power considerations permit the
transfer of the target software and/or firmware from the trans-
ceiver 108 to the packaged electronic device 304. If, in opera-
tion 420, it is determined that bandwidth and power consid-
erations permit a software transfer, operation 424 may be
executed. In operation 424, the target software and/or firm-
ware is transmitted by wireless signal from the transceiver
108 to the packaged device 304. If, in operation 420, it is
determined that bandwidth and power considerations prohibit
transfer of the target software and/or firmware, operation 428
may be executed.

In operation 428, the transceiver 108 sends identifying
information to the electronic device 304 such as a software
and/or firmware version number. The software and/or firm-
ware version number may be stored by the electronic device
304 and later used to acquire the target software or firmware
when the device is powered-up. Alternatively, the transceiver
108 may set a flag in the electronic device 304 indicating that
a software update is required. In other embodiments, opera-
tion 428 may include transmitting an electronic key to the
device 304 that may be used to unlock certain locked software
components.

The operations of FIG. 4 are generally executed by the
transceiver 108. However, certain operations may be omitted
(such as operations 404 and 408) and other operations per-
formed by the receiver (such as operations 412 and 420) in
alternative embodiments.

FIG. 5 is a flow chart 500 showing operations in a method
in accordance with implementations discussed herein. FIG. 5
illustrates a method of receiving target software or target
software information. Initially, at operation 504, a packaged
electronic device 304 receives an interrogation signal from an
external transceiver 108. The interrogation signal received in
operation 504 requests information regarding a version num-
ber or other identifying information for software or firmware
installed on the electronic device 304. In response to opera-
tion 504, operation 508 may be executed.

In operation 508, the reflected power transceiver 208 deter-
mines if the software version or other identifying number is
available in the transceiver memory 236. If the software or
firmware version number or identification is available from
the transceiver memory 236, it is retrieved therefrom in
operation 512. If the software or firmware version number is
not available in the transceiver memory 236, the reflected
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power transceiver may retrieve the software or firmware ver-
sion number from the system memory 212, in operation 516.

Retrieving software or firmware version identification data
requires consumption of power which may not be available
through the power supply 220 when the electronic device 304
is inside the packaging 104. Consequently, the reflected
power transceiver 228 may use alternative sources of power to
retrieve the relevant data. In some embodiments, the reflected
power transceiver 228 harvests electromagnetic power from
the incident electromagnetic wave which carries wireless sig-
nals from the external transceiver 108. In other embodiments,
the reflected power transceiver 228 draws power from an
associated transceiver battery 224. As can be appreciated,
retrieving data from the reflected power transceiver memory
236 may consume less power than retrieving the same data
from system memory 212. Accordingly, in order to facilitate
efficient communication with the transceiver 108, the elec-
tronic device 304 may store software or firmware version
information in the transceiver memory 236 when the software
is installed.

Following either operation 512 or 516, operation 520 may
be executed. In operation 520, the reflected power transceiver
228 may send the target software or firmware version infor-
mation to the transceiver 108. As described above in connec-
tion with FIG. 4, the transceiver 108 or systems associated
therewith may determine if a software change is required for
the device 304. Based on this determination and based on
power and bandwidth considerations, the transceiver 108
may either send the target software itself or identifying infor-
mation associated with the target software or firmware. FI1G.
6 illustrates an embodiment in which information regarding
software changes is received by the packaged electronic
device 304. FIG. 7 illustrates a method of receiving the target
software itself.

FIG. 6 is a flow chart 600 illustrating the method of receiv-
ing software or firmware change information at a packaged
electronic device 304. Initially, at step 604, the packaged
electronic device 304 receives information from the trans-
ceiver 108. The information received at the electronic device
304 may include a version number or identification for a
target software. In some embodiments, the information
received at the electronic device 304 may include a flag or bit
that is set to indicate that a software update is required.
Following operation 604, operation 608 may be executed.

In operation 608, the information received in operation 604
may be stored. Specifically, the reflected power transceiver
228 may use power harvested from the incident wireless
signal or from the associated transceiver battery 224 to affect
a storage of the received information. The received informa-
tion may remain in the transceiver memory 236 while the
packaged electronic device is shipped or otherwise conveyed
to an end user. Following this, operation 612 may be
executed.

In operation 612, the electronic device 304 may be
removed from its packaging 104 and connected to AC power
or other external power source. The power supply 220 may
supply power to the electronic device 304 wherein the device
304 may operate normally. Following operation 612, opera-
tion 616 may be executed. In operation 616, the processor 208
may read the stored software or firmware information from
the transceiver memory. In so doing, the processor 208 may
determine that its current software or firmware is out of date
or otherwise to be changed. In response to operation 616,
operation 620 may be executed.

In operation 620, the device 304 may acquire the target
software and/or firmware. For certain devices which include
a network connection, such as the set-top box or receiver
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shown in FIG. 3, operation 620 may include transmitting a
network query to a service provider 308 which instructs the
service provider to transmit the required target software. This
may include sending the target software across the network,
or in connection with satellite receivers, the target software
may be sent from an uplink center 312 through a satellite to be
received by a tuner. In other embodiments, operation 620 may
include displaying error messages or other communications
to an end user that signifies the need for the target software.

FIG. 7 is a flow chart 700 illustrating operations of a
method in accordance with implementations discussed
herein. FIG. 7 illustrates operation of receiving target soft-
ware at a packaged electronic device 304. Initially, at step
704, the data is received at the packaged device 304. The
received data signal includes the target software version
transmitted from the transceiver 108. In response to operation
704, operation 708 may be executed. In operation 708, the
target software or firmware version may be stored. Here, the
software may be stored in the transceiver memory. Following
operation 708, operation 712 may be executed.

In operation 712, power may be supplied to the device 304.
In one embodiment, this may include supplying power har-
vested from the incident electronic wave or from the trans-
ceiver battery. If such power sources are not available or
sufficient to effect a required power up of the system, opera-
tion 712 may occur when the device is removed from its
packaging and connected to AC power through a power sup-
ply. Following operation 712, operation 716 may be executed.
In operation 716, the target software and/or firmware is
installed on the device 304.

The methods of installing software or transmitting infor-
mation regarding software described above include an initial
step of sending an interrogation signal from a transceiver 108
to a packaged electronic device 304. It should be appreciated
that other embodiments do not necessarily include this inter-
rogation signal. As an alternative, an initial signal may be sent
which transmits information indicating a target software or
firmware version from the transceiver 108 to the packaged
electronic device 304. In response to receiving this, the pack-
aged electronic device 304 may take a number of actions.
Specifically, the reflected power transceiver may compare the
received identification number to an internal identification
number which identifies the software or firmware version
available on the electronic device 304. If it is determined that
the software or firmware version available on the device 304
is out of date or otherwise differs from the target software, a
signal may be sent to the transceiver through the reflected
power transceiver 304. The signal may indicate that the trans-
ceiver 304 should transfer the target software, if possible. In
other embodiments, the target software and/or firmware ver-
sion information is stored for later use when the device 304 is
removed from its packaging and connected to AC power.

The methods described above are applicable to providing
software or an electronic key to unlock software that imple-
ments a previously unavailable feature or function. In these
embodiments, a vendor may ship the electronic device 304
with certain customized features. For example, a customer
may have purchased the device 304 and paid a higher fee in
order to have a certain premium features. Software that imple-
ments these premium features may be loaded onto the device
as described above. Alternatively, the feature may be incor-
porated into the device 304 in a locked state. Here, an elec-
tronic key that unlocks the feature may be loaded onto the
device using the methods described above. In addition to
these premium features, the methods described above may be
used to load or enable certain regional settings. For example,
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if the shipping destination of the device 304 is known, certain
appropriate language or other regional features may be
loaded or unlocked.

As described above, certain embodiments feature a
reflected power transceiver that is incorporated in an elec-
tronic device and that communicates with an external trans-
ceiver using power harvested from an incident electro-mag-
netic wave. As shown in FIG. 8 and FIG. 9, other
embodiments feature a transceiver incorporated in an elec-
tronic device and an external reflected power transceiver.

FIG. 8 is an illustration of a package 804 that encloses one
ormore electronic devices. The package 804 may include one
or more stickers 812. In this embodiment, the sticker 812
includes a reflected power transceiver 812 that is operable to
transmit software to the electronic device, when the elec-
tronic device is unpackaged and connected to external power.
The reflected power transceiver 812 may store and transmit a
software and/or firmware update. Also, reflected power trans-
ceiver may store and transmit software or an electronic key to
unlock software that implements a previously unavailable
feature or function.

FIG. 9 is a schematic illustration of an electronic device
904 that is enclosed by the package 104. In FIG. 9, the
electronic device 904 is removed form the package 804 and
connected to external power. In this way, power is provided to
internal components including a transceiver 928. The trans-
ceiver 928 is operable to communicate with the external
reflected power transceiver 812 (sticker), provided that the
reflected power transceiver is in range of the internal trans-
ceiver 928. The reflected power transceiver 812 may operate
by harvesting power associated with signals received from the
internal transceiver 928. The reflected power transceiver 812
may be a radio frequency identification (RFID) device or
similar technology. Accordingly, once the electronic device
904 is connected to external power, software or software
information may be loaded onto the electronic device from
the reflected power transceiver 812.

By providing software through a reflected power trans-
ceiver 812 that is affixed to packaging 804 as a sticker, an
electronic device 904 may be conveniently shipped to a cus-
tomer, manufacturer, or other destination with a desired soft-
ware version. Instead of opening the package, loading a
desired software version and repackaging the electronic
device 904, the vendor may affix the reflected power trans-
ceiver 812 to the outside of the package 804. In this way, the
electronic device 904 may ship with the latest software or
firmware update. Additionally or in combination, the elec-
tronic device 904 may ship with software or an electronic key
to unlock software that implements a previously unavailable
feature or function.

The electronic device 904, as described herein, may be any
type of electronic device that is packaged and sold to con-
sumers or manufacturers. The electronic device may be, for
example, a CD player, digital video recorder, cellular tele-
phone, set-top box or other television receiver, computer,
kitchen appliance, and so on. The electronic device 904
include may include a processor 208 in association with a
memory 212. The system memory 212 generally stores one or
more software modules 216, operating systems and/or firm-
ware modules which execute on the processor 208 to control
the operations of the electronic device 904. The processor 208
may be operable to load software received from the internal
transceiver 928 and install the received software in the system
memory 212. Also, the processor 208 may be operable to load
an electronic key received from the internal transceiver 928
and use the electronic key to unlock previously unavailable
software stored in the memory 212.
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As described above, software or software keys may be
loaded on reflected power transceiver 812 that is provided as
a sticker on package 804. In other embodiments, the reflected
power transceiver 812 may be provided on a card or other
similar instrument that may be purchased at a retail shop or
otherwise delivered to a customer or other user or seller of the
electronic device 904. Once acquired, the reflected power
transceiver 812 may be used as described above to transmit
software to the electronic device 904.

FIG. 10 is an illustration of a method of receiving target
software or target software information at an electronic
device 804. FIG. 10 includes a flow chart 100 that will be
described with reference to FIG. 8 and FIG. 9. Initially, at
operation 1004, power is provided to the electronic device
804. Operation 1004 may include removing the electronic
device 804 from its packaging and connecting it to AC power.
Following operation 1004, operation 1008 may be executed.
In operation 1008, the electronic device 804 sends an inter-
rogation signal to a reflected power transceiver 812, which
may be affixed to packaging used for the electronic device
804. Following operation 1008, the electronic device 804
receives a reply transmission from the reflected power trans-
mitter 812, in operation 1012. The reflected power transceiver
812 may harvest power from a signal sent by a transceiver 928
component of the device 804.

In response to receiving the reply transmission, the elec-
tronic device 804 may take a number of actions depending on
the content of the transmission. If, in operation 1016, the
electronic device 804 determines that the reply transmission
contains target software, the target software may be installed
on the electronic device 804, in operation 1020. If; in opera-
tion 1024, the electronic device 804 determines that the reply
transmission contains target software identifying informa-
tion, the electronic device 804 may use the identifying infor-
mation to retrieve the software, in operation 1028. This may
include issuing one or more network transactions as
described above. Once the software is retrieved, it may be
installed on the electronic device 804, in operation 1032. If| in
operation 1036, the electronic device 804 determines that the
reply transmission contains an electronic key, the electronic
device 804 may use the electronic key to unlock software on
the device 804, in operation 1040. In this way, one or more
previously unavailable functions or features may become
accessible.

While embodiments are discussed herein in connection
with the exemplary satellite broadcast system shown in FIG.
3, it should be appreciated that embodiments may be used in
connection other types of networks or content delivery
mechanisms. Generally, the receivers discussed herein
include content delivered from a provider to a receiver across
or over a network. The network across which content may be
delivered may include satellite system, such as the one shown
in FIG. 3. Alternatively, the network may include a cable
television network, local area network, wide area network or
the Internet. In connection with certain embodiments, a
receiver may include a general purpose computer operable to
receive data or other content across a network, such as a wide
area network of the internet. In such embodiments, the com-
puter may be configured so that a provider can be a web site,
afile transfer protocol (FTP) site, a file sharing system or site,
and so on.

The invention claimed is:

1. A method of conveying a software change to an elec-
tronic product having a memory, the method comprising:

sending an interrogation transmission from a transceiver to

the electronic product, the electronic product being
unconnected to an external power source;
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receiving a reply transmission from the electronic product,
the electronic product harvesting power from the inter-
rogation transmission for use in at least sending the reply
transmission, the reply transmission including an iden-
tification for software currently installed on the elec-
tronic product;

comparing the identification for the software currently

installed on the electronic product to an identification for
a target software version to determine if the electronic
product requires a software change; and

if the electronic product requires a software change, then

sending a software change transmission from the trans-
ceiver to the electronic product, wherein the software
change transmission sets a flag in the memory of the
electronic product, the flag indicating that the software
on the electronic product is out of date;

wherein the electronic product is enclosed within a pack-

aging that includes a marking visible on a surface of the
packaging, the marking approximately indicating the
location of a reflected power transceiver portion of the
electronic product, and the operation of sending the
interrogation transmission includes directing the trans-
mission towards the marking visible on the surface of the
packaging.

2. A method as claimed in claim 1, wherein the software
change transmission includes an electronic key that operates
to unlock a software component installed on the electronic
product, the software component implementing a function
that was unavailable before the software change transmission
was received.

3. A method as claimed in claim 1, wherein, when the
electronic product is powered up, the electronic device checks
the flag set in memory and retrieves a software update if the
flag is set.

4. A method of changing software on an electronic product
having a memory, wherein the electronic product is enclosed
in a packaging having a marking approximately indicating a
location of a reflected power transceiver portion of the elec-
tronic product, the method comprising:

receiving an interrogation transmission from an external

transceiver at the electronic product, the electronic prod-
uct being unconnected to an external power source, the
interrogation transmission being received at the
reflected power transceiver portion of the electronic
product after being directed at the marking on the pack-
aging of the electronic product;

sending a reply transmission from the reflected power

transmission transceiver, the reply transmission includ-
ing an identification for software currently installed on
the electronic product;

after the electronic product is connected to the external

power source, receiving a software change transmission
by the reflected power transceiver from the external
transceiver;

storing data from the software change transmission in a

memory associated with the reflected power transceiver;
and

in response to the software change transmission, setting a

flag in the memory of the electronic product, the flag
indicating that the software on the electronic product is
out of date.

5. A method as claimed in claim 4, further comprising:

harvesting power, by the reflected power transceiver, from

the interrogation transmission for use in at least sending
the reply transmission.
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6. A method as claimed in claim 4, further comprising:

providing power to the electronic product from the

reflected power transceiver; and

retrieving the identification for the software currently

installed on the electronic product from the memory of
the electronic product.

7. A method as claimed in claim 4, wherein the data from
the software change transmission includes target software
information and subsequent to the operation of storing the
software update in the memory associated with the reflected
power transceiver, the electronic product is connected to an
external power source, the method further comprising:

retrieving the target software information from the

memory associated with the reflected power transceiver
by a processor of the electronic product; and

sending a transmission across a network, the network

transmission requesting the target software.

8. A method as claimed in claim 7, further comprising:

receiving the target software at the electronic product from

a network transaction sent across the network or from a
satellite signal received at the electronic product.

9. A method as claimed in claim 4, wherein subsequent to
the operation of storing the target software in the memory
associated with the reflected power transceiver, the electronic
product is connected to an external power source, the method
further comprising:

retrieving the target software from a network service if the

flag is set; and

installing the target software in a system memory of the

electronic product.

10. A method as claimed in claim 4, wherein the data from
the software change transmission includes target software,
the method further comprising:

providing power to the electronic product from the

reflected power transceiver; and

installing the target software in a system memory of the

electronic product.

11. A method as claimed in claim 10, wherein the power
provided to the electronic product is harvested from an inci-

30

16

dent electromagnetic wave received at the reflected power
transceiver or is from a battery associated with the reflected
power transceiver.

12. An electronic device that is delivered within removable
packaging, the electronic device comprising:

an interface to an external power source;

areflected power transceiver configured to receive an inter-

rogation transmission from an external transceiver even
when the electronic device is within the removable pack-
aging, and to respond to the interrogation transmission
even when the external power source is within the
removable packaging and is not connected to the elec-
tronic device, wherein the external transceiver processes
the response to the interrogation transceiver to deter-
mine whether a software update is available for the elec-
tronic device and, if the software update is available for
the electronic device, the reflected power transceiver is
configured to receive a subsequent response message
from the external transceiver even while the electronic
device is within the removable packaging, wherein the
subsequent response message sets a flag in a memory
without powering up the electronic device, the flag in the
memory indicating that the software on the electronic
device is out of date; and

a processor configured to check the memory at a later time

after the electronic device is removed from the packag-
ing and connected to the external power source, to deter-
mine that the software update is available based upon
whether the flag is set, and to obtain the software update
if the flag is set.

13. The electronic device of claim 12 wherein the device
further comprises a network interface to a digital communi-
cations network, and wherein the processor is configured to
obtain the software update from a remote service via the
digital communications network.

14. The electronic device of claim 12 wherein the processor
obtains the software update via the reflected power trans-
ceiver.

15. The electronic device of claim 12 wherein the processor
obtains the software update from the memory.
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